敏感个人信息授权书（2024年01月30日版）

重要提示:

为了向您提供数字证书产品/服务所需，沃通电子认证服务有限公司(以下简称为“沃通公司”或“被授权人”)按照合法、正当、必要、诚信、公开、透明原则开展个人信息处理活动，为了保障您的合法权益，请您务必审慎阅读、充分理解本授权书条款内容，其中免除或者减轻被授权人责任的条款或限制您权利的条款可能以加粗形式提示您注意。本授权书的授权范围可能包含您的敏感个人信息，各类敏感个人信息将以下划线在本授权书列明，请您注意阅读。

您即将做出的同意与承诺如下：

鉴于本人通过沃通公司自营受理点或沃通公司运营的线上平台【证书在线服务平台】，包括但不限于 APP、H5 页面、公众号、小程序等形式(以下简称“线上平台”)，或通过合作机构向沃通公司申请数字证书，沃通公司为本人办理数字证书相关业务，故本人自愿作出下述授权，本授权书是本人真实意思的表示，本人同意承担由此带来的一切法律后果。本人通过亲笔签字、勾选、点击或其他方式确认本授权书，即意味着本人同意签署本授权书，认可本授权书的签署方式及效力。

**一、 信息采集授权**

(一)采集途径。本人同意，以为本人或本人所代理的机构【签发数字证书及提供相关数字证书服务】之目的，通过以下途径获取本人信息：

1. 授权沃通公司获取本人或委托的第三方通过线上平台提交(或授权提交)的个人信息，**包括本人身份证、人脸影像材料信息；**
2. 授权沃通公司获取本人在被授权人合作机构收集、提交、留存或形成的相关必要个人信息，**包括本人身份证、人脸影像材料，**或/及代理机构的基本工商信息、经营信息、财务信息；

本人明确单独同意，为上述服务目的，授权沃通公司依据本授权书采集及向其委托的第三方机构提供上述下划线的敏感个人信息；并同意沃通公司根据本授权书对相关敏感个人信息进行存储及保护。

1. 本人直接向被授权人提供的，及被授权人通过公开渠道采集的本人身份信息相关的信息；
2. 向合法保存有本人信息的第三方机构，核验、获取本人通过第1、2、3方式提交的信息。

**二、 信息存储及保护**

(一) 信息存储

沃通公司将在中华人民共和国境内存储您的个人信息。为满足本人服务期间及服务结束后的信息查询调取与潜在争议解决需求，存储期限为本人与沃通公司及本人在沃通公司合作渠道的业务全部结束后五年，如证书应用于政务领域的，则保存至证书失效后十年。如法律、法规另有调整的，从其规定。存储目的为用于向本人及合作渠道提供查询调取、应对投诉、诉讼仲裁、监管检查。

（二）信息保护

对于采集到的授权人信息，沃通公司承诺采取符合法律规定及业界标准的安全防护措施，尽力防止数据遭到未经授权的访问、公开披露、使用、修改、损坏或丢失。

**三、 信息使用与提供**

本人同意授权被授权人以为本人、本人代理的机构(如适用)签发数字证书及提供相关数字证书服务之目的，保存、整理、加工前述第一条所述的、通过合法途径采集的本人信息，向拥有合法资质的受托第三方机构提供相关信息，用于核实本人信息的真实性。

本协议书自本人签署时生效，具有独立法律效力，不受本授权书所属合同或协议成立与否及效力状态变化的影响。

如需撤回授权或行使如查阅、复制、更正、删除权等《个人信息保护法》规定的个人在个人信息处理活动中的权利，可在签署本授权书所在平台自行操作完成，或致电〔客服热线(4006-967-446)〕取消或变更上述授权。**撤回同意不影响撤回前基于本授权书项下个人同意已进行的个人信息处理活动的效力。**如对本授权书及授权事项有任何疑问，请联系沃通公司客服热线:4006-967-446，或客服邮箱:casupport@wotrus.com。
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